|  |  |
| --- | --- |
| **Job Requirement details :** |  |
| **Job Description** | Attached |
| **Job Title** | **L2 Security Analyst** |
| **Employment** | Full time |
| **Role** | Sr. Engineer |
| **Years of Experience** | **4-7 Years** |
| **No. of Positions** | **#3** |
| **CTC in INR** | **9-17LPA** |
| **Education** | Any Graduate |
| **Work Location** | Manikonda, **Hyderabad** |
| **Work from home** | Currently WFH for now, should WFO per official notice from ATMECS |
| **On-site feasibility** | Yes |
| **Interview Rounds** | L1 - Technical Interview  L2 - Technical Interview L3 - Client Round L4 - HR Discussion & Closure. |
| **Interview Panel Availability** | 9 am to 9 pm |
| **Timings** | Rotational Shifts (Day & Night Shift) |
| **Weekend Drives** | Yes |
| **Salaries paid on** | Last working day of the month |
| **Hiring for : Any specific BU/Practice/Client/Product** | Services |
| **Role reporting to?** | Technical Manager |
| **Must/Good to Have** | Details |
| **Must have** | Proficient of minimum of 4 years of experience with security incidents and analysis as part of the Security Operations Centre (SOC) Should have deep understanding and have minimum 3 years of experience with SIEM technologies (Splunk, qradar) - monitoring and investigations. Hands-on experience in threat and vulnerability management as well as security advisory services. Should have minimum exp of 1-2 years into Monitoring and Investigating threats using Email Security Gateway & EDR. |
| **Must have** | Provide analysis and trending of security log data from a large number of heterogeneous IT security devices. Provide Incident Response (IR) support when analysis confirms an actionable incident. Monitor, Troubleshoot & Resolve threats to an organization's IT infrastructure, and to assess security systems and measures for weaknesses and possible improvements. Should be ready and flexible to Support 24/7 shifts. |